
Have you started your 
General Data Protection 
Regulation (GDPR) journey?
What questions should you ask yourself 
to prepare your business for GDPR?

1 Where am I now?

GDPR Quick Check

Identify your current status using 
our GDPR Quick Check tool. This 
will help you to identify the initial 
areas of focus.

3 Do you have a data protection 
people resource?

Are you measuring the 
effectiveness of existing data 
security and data protection 
processes? 
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Do you know how to 
conduct a data protection 
impact assessment? 

Do you have business proces-
ses that protect the rights of 
the individuals for whom you 
hold data?

Test, check and evaluate

GDPR requires a process for 
regularly evaluating the 
effectiveness of technical 
and organisational measures 
for ensuring the security of 
processing.

5 Do you know where you 
process personal data? 

4 Have you documented your 
data protection processes?
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Increased record keeping

Your data protection officer should 
maintain a record of processing 
activities (RPA) under his responsibility 
and make those records available to 
the supervisory authority on request. 

Appointing DPOs

You might have to designate a 
data protection officer (DPO). If 
you don’t have one already, you 
might need additional resource to 
coordinate all data protection 
processes and measures.

Enhanced rights for individuals

For most companies, the requirements of the 
GDPR will lead to major changes, such as 
new business processes and measures in 
many areas of the IT and process landscape. 
Documented business processes are helpful 
to integrate data protection as aspects, such 
as the rights of the data subjects.

How can Grant Thornton help? 

Our global network of GDPR specialists can help 
you to assess, design, implement and monitor any 
new data protection process you need to comply 
with the GDPR. Our global methodology means 
you will receive consistent advice, tailored to you 
throughout your GDPR journey. 

Visit grantthornton.global for more information. 
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Have you considered 
implementing a data protection 
management system (DPMS)? 

Data protection 
management system

GDPR not only asks you to assess 
and implement your data protection 
measures but also to continually 
improve them. A DPMS will help you 
to monitor and govern the GDPR 
measures through your organisation.

Do you know how to report 
a data breach?

Stricter breach reporting

Your data protection officer has to notify the 
supervisory authority no later than 72 hours after a 
personal data breach under certain conditions. 
When the breach is likely to result in a high risk,the 
date subject must be notified immediatly.
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DPIA

Where a processing activity 
poses high risk, a data 
protection impact assessment 
(DPIA) is required.
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Do you have an effective data 
protection awareness and 
training programme? 

Awareness programme

An effective data protection awareness and 
training programme is essential to make sure 
employees follow your defined guidelines and 
prevent data breaches. 

Fast track with Grant Thornton

Don‘t start from scratch, we can help guide you 
through with the our GDPR toolkit covering:
• Quick check
• Control assessment
• Data protection processes 
• Record of processing activities
• Data protection impact assessment methodology
• Data protection blueprint
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Implementation

For effective and efficient 
management of data protection 
you must create a set of actions 
that includes the necessary 
policies and procedures. 


